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What is Cyber PATH?

Cyber PATH is an elite talent pipeline for the next generation of specialists in cyber resilience. 

Coordinated by NCRCG, Cyber PATH is a programme open to students in full-time higher 
education who want to help shore up the nation’s defences against cybercrime and gain vital 
experience in a commercial setting.

Why Students?

Cyber PATH allows SMEs across the country to access practical and bespoke support at an 
affordable rate. 

Students are paid appropriately for their work whilst ensuring they have the flexibility 
and time to balance the programme’s activities with their university studies. With 
unique workplace experience and BPSS vetting, Cyber PATH greatly enhances students’ 
employability upon graduation. 

This means that whilst you benefit from tailored cyber resilience services, we are equipping 
the next generation of cyber specialists with the essential skills, knowledge and workplace 
experience they need to best protect the UK economy.

Who We Are

The National Cyber Resilience Centre Group (NCRCG) is a strategic collaboration between the 
police, government, private sector and academia to help strengthen cyber resilience across 
the nation’s small and medium-sized enterprise (SME) community.

Key to our reach are nine cyber resilience centres, led by policing, which operate across 
England and Wales to provide affordable, high-quality cyber resilience services to local 
organisations. 

Our Services

We offer nine cyber resilience services which are delivered by NCRCG’s Cyber PATH student 
team, under the supervision of senior cyber security practitioners. Our services are regularly 
reviewed against the latest cyber crime data from government and law enforcement, to 
ensure they are tailored to meet the most pressing, contemporary cyber threats.

ABOUT US ABOUT CYBER PATH

Cyber PATH allows smaller 

businesses to access practical, 

affordable and bespoke support at 

a highly subsidised rate. 
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Accessing our cyber resilience services

Our Cyber PATH team will arrange an initial conversation with you to agree your cyber needs 
and work out which service is most suited to you. 

Following this, we will have a more in-depth discussion with you to explore the extent of 
the work you require, which can vary depending on the complexity of your organisation and 
systems. At this point, you’ll receive a free, no obligation quote and, if you’d like to proceed, 
we will begin our work.

Once we have conducted our investigation, you will be provided with a full written report, 
including an Executive Summary as well as technical and non-technical findings. We will 
also present our report to you, either in person or virtually, so you can ask any questions and 
develop a more detailed understanding of the report’s outcomes. 

If you require support from an external provider to action any recommendations, we would be 
happy to direct you to our commercial partners, all of which are certified by the government-
approved Cyber Essentials scheme, who will be able to support you.

Email engagement@nationalcrcgroup.co.uk to enquire about our cyber resilience services.

CYBER PATH PROCESS
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1 Initial meeting to discuss  if 
this service is right for you 2 Further meeting to scope 

 specific detail

3

3 Quotation based 
on your  specific 
requirements 4 Assessment takes 

place

5
Detailed report including  
an executive summary  
as well as technical and  
non-technical findings 6

An in-person or virtual 
debrief  so you can 
understand exactly  what we 
found and any risks  to your 
business
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CYBER RESILIENCE SERVICES

SECURITY AWARENESS TRAINING

Provides employees with a basic but effective understanding of 
their cyber environment and the confidence to recognise and draw 
attention to any potential security issues. It is delivered in small, 
succinct modules using real-world examples.

INTERNAL VULNERABILITY ASSESSMENT

Identifies any weaknesses in your internal networks and 
systems, such as insecure WiFi networks and access controls, or 
opportunities to steal sensitive data. 

INDIVIDUAL INTERNET DISCOVERY

A comprehensive review of publicly available information about 
a potential or existing employee employee using internet search 
and social media tools. It is primarily focused on identifying any 
information that could be used by cyber criminals to target your 
business.

SECURITY POLICY REVIEW

An in-depth review of how your current security policy is written and 
implemented. 

CORPORATE INTERNET DISCOVERY

A comprehensive review of publicly available information about 
your business using internet search and social media tools. It is 
primarily focused on identifying any information that could be used 
by cyber criminals to craft an attack.

WEB APP VULNERABILITY ASSESSMENT

A complete assessment of your website to highlight any 
vulnerabilities and their potential risk to your business.

REMOTE VULNERABILITY ASSESSMENT

Identifies any weaknesses in the way your organisation connects to 
the internet. 

CYBER BUSINESS CONTINUITY REVIEW

A thorough review of your business continuity plan and overall 
resilience to cyber attack. 

FIRST STEP WEB ASSESSMENT

An initial assessment of your website to highlight its most pressing 
vulnerabilities. It is considered a light-touch review in comparison to 
the fuller Web App Vulnerability Assessment offered. 
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Cyber PATH https://nationalcrcgroup.co.uk/cyber-path/ engagement@nationalcrcgroup.co.uk
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